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Abstract— Large-scale ubiquitous computing environments re- services for one request. Since the accurate descriptibns o
quire scalable and robust service discovery to enable *anyme,  the matching services cannot be decided in advance, a servic
anywhere” computing, which is hard to be safisfied in flat giscovery process has to search the entire network for all
network architecture. In this paper, a multi-hop Cluster-based h . . .
Architecture for Service Discovery (CASD) in ubiquitous can- .the. matching services, and the scope Of service discovery
puting environments is presented. Based on the Neighborhdo IS fixed to be “global”. Therefore, to achieve scalable and
Benchmark (NB) which quantifies the connectivity and link sa- robust service discovery, we need a network architecture to
bility of mobile nodes, CASD organizes the network consistig of  select service repositories appropriately, and to dissatai

heterogeneous mobile computing devices to be multi-hop dters, every service request efficiently to all the possible rejpoisis
and constructs each cluster to be a local DHT-based p2p netwo Y S8 at clently P
containing matching service indices.

for distributed storage of service indices. The clusterheds are ) _ )
connected together to form a virtual backbone, based on whit In this paper, we present a multi-hop Cluster-based Archi-

service discovery messages are disseminated among clustelt tecture for Service Discovery (CASD) in ubiquitous compgti
is shown that CASD can control the communication overhead environments, and we assume that a usable service match-

of service discovery when the network scale increases, and . . . -
that CASD can achieve robust service discovery by maintaini maker is available. CASD organizes the network to be multi-

controllable redundancy of service indices in each clusterThe hop clusters with better stability and flexibility compagito
scalability and robustness of our approach in various typesof —simple one-hop clusters, by exploiting autonomous clbhsted

network settings are shown by intensive simulations. selection based on the nodes’ Neighborhood Benchmark (NB)
scores. Since the NB quantifies the connectivity and link
stability of mobile nodes, the clusterheads selected dictezft
to be the aggregation points of data flows, and are stable to
A service is defined as a self-contained software entityvoid frequent clusterhead changes. CASD also ensures that
with a discoverable and invocable interface to provideaert all the constructed clusters are connected ones by exploit-
capability. Services developed and provided on differéat-p ing a handshake process between the cluster members and
forms may have different interface descriptions. Ubiqu#to clusterheads. Clusterheads are connected together to&orm
computing environments enable mobile users from heteroggrtual backbone, through which service discovery message
neous network domains to discover services provided bysthare disseminated to clusters.
and to collaborate with each other, and thus enable “anytime gach cluster in CASD is constructed to be a local DHT-

anywhere” computing. Due to the highly dynamic nature qfased p2p network extending the Content-Addressable Net-
such environments, service discovery in such environmegjg . (CAN) [3], for distributed storage of service indices
needs not only to becalable to discover the desired servicesyjth controllable redundancy. We forward every message to
quickly, accurately, and efficiently, but also tolmdust against mytiple service repositories in each cluster to achievehsu

unpredictable network topology changes. controllable redundancy, and to ensure that all the magchin
A service discovery system consists of three componenigyices are found.

service repositories, service providers, and serviceastgus.
Service repositories store announced service descriptsn
indices, and reply to service requesters with matchingiserv e« It is able to reduce communication overhead of service
indices. A service discovery process therefore consists of discovery via multi-hop clustering, and thus to be scalable
the dissemination of service discovery messages [1] and the in large-scale ubiquitous computing environments.
matchmaking between the services requested and provifled [2¢ It maintains controllable redundancy for storing service

Due to the service heterogeneity in ubiquitous computing indices. Hence, it achieves robust service discovery such
environments, the services provided will rarely match the that, in cases of bounded numbers of node failures, the
user's requests perfectly. Instead, an acceptable dewiati  desired services can still be found successfully.
between the services provided and requested should be used It guarantees that a service request can find all the
in service matchmaking, and there may be multiple matching Mmatching services in the network.

I. INTRODUCTION

Our approach has the following distinguished features:



1. RELATED WORK requests to the repositories efficiently and reliably. le th
gxtreme case, a ubiquitous computing environment globally

of fixed network infrastructure, static network conditioad 'S @ Mobile Ad-hoc Network (MANET), in which all the
centralized servers, such as Jini [4] and UPnP [5], whidfobile computing devices are moving in the application area
are not suitable for ubiquitous computing environmenthiwi@d communicate with each _other to construct self—.org!agm
highly dynamic and heterogeneous nature. P2p networkslbaBEWOrK t(_)pology. Hence,_ W'thou_t loss _Of generality, in the
on Distributed Hash Tables (DHT) have been well researchtpt Of this paper, we will consider this extreme case for

[3], [8], and are also used for service discovery [9]. In CANETVice discovery, and assume that all the nodes are ditsidb
[3], the network architecture is designed to be a virtdal Uniformly in the network. Practically, the computing dessc
dimensional Cartesian coordinate space on-torus. The may be accumulated in several network domains, in each of

virtual space is dynamically partitioned among all the rpddvhich they are relatively close to each other. However, each
such that every node possesses its individual zone. Theairt©f those domains can be treated as a sub-network separately.

space is used to storikey, value} pairs such that the unique. Without loss of generality, we assume that the network

key of a data object is deterministically mapped onto is connected. Since CASD works at the application layer to

point, namedP, in the virtual space using a uniform hashinéilrectly provide service discovery functionality to usense

function. The corresponding data object is stored at theenogeSUme that the network is equipped with appropriate rgutin
that owns the zone within which the poift lies. and transport layer protocols for packet delivery.

However, a global p2p network cannot achieve scalable and
robust service discovery in large-scale ubiquitous compgut
environments. The overlay p2p topology is expensive andIn CASD, the NB score of a nod#&; used to indicate the
vulnerable to node mobility because it is not related to thgualification of this node to be a clusterhead, is defined as:
physwal netwqu topology, and to deploy a global p2p nekwor NBS; = d;/LF} (1)
is in low efficiency due to frequent node updates and re-
hashing. In addition, a service request may not be forwardetiered; is the neighbdrdegree ofN; indicating the connec-
to the nodes containing matching service indices becausetioity of N,'s neighborhood, and.F; is the number of link
the deviation between the services requested and provitkd ailures encountered byv; in unit time indicating the link
the rigid content lookup mechanism in regular p2p networkstability of N;’s neighborhood.

Instead, the network needs to be organized hierarchically.

CARD [7] proposes a hybrid service discovery schema, Network Initialization
However, the nodes in CARD need to maintain too much
information for service discovery, including their vidyiin-

Service discovery has been studied assuming the avaijabi

IV. CONSTRUCTION OFMULTI-HOP CLUSTERS

A network initialization phase is needed after the network

formation and the random-selected contact lists. Clusised ;tg_rtg tc_) |n.|t|al|ze the NB scores .Of mob|-le nodes. The
tialization is done via hello beaconing. The intervalsoich

routing approaches in MANETs have been well research S .
9 app llo beaconing isTy = r./v., wherer. is the average

[10], and are also exploited for service discovery. Kozat e fth d ds th ;
al. [6] suggested a cluster-based network layer support ggh1smission range ot the nodes, ands the average moving
eed of mobile nodes in the network. Such interval is hence

service discovery, in which the selected clusterheads fo itively proportional to the global network connectyiand
a backbone to disseminate service discovery messages. NS i 3|’p P tional to th 9 twork mobility level
approach achieves better efficiency and scalability. Hmwevnegﬁe'vﬁg”gr%%g;f:: ng eb n?](\;vdcg ;E? é;lzanEIéte d as
this work constructs one-hop clusters based on the condep ﬂ: NBS. Head.|P.. HEAD I\>IIB " hon.. Sze ph P,
connected dominating set (CDS) [11], and select clusteihe an(iz’l\lBS-SLa;re ?(a)lr}\f- “and Hea;d |I§'an%pﬁESZ§L%\tié Z:E fozr
in a random manner. The stability and flexibility of thethe current cIusterlr;ead av; r_10 y indicates _the hop count
clustered network architecture is hence seriously limited . i- nop; N b
contrast, D. Kim et al. [12] first defined &-hop cluster. from Ni. to its current clusterhe_ad, with the ran@e}_%]. S28;
Some extensions [13], [14] have been made to ensure %ethe size of the cluster to whicN; belongs. Specifically, if

connectivity among clusters, but none of them take the tyual é&%'&é&e pro;:estsh of clustetr?ead seleCt'Ibmfld‘r:Pi d?‘g?
of the clusterhead selection into consideration. Somerot - are for the current temporary clusterhea

works [15], [16] group nodes according to the node mobili IETVG?; nod(_a r:galntalns da' nter:ghlgf_lthﬁw |nl‘0brmat|0ndtatblg
pattern, transmission power and so on, but none of th ). If a neighbor record in the as not been update

guarantee to construct connected clusters, which is a cam graer than2T};, the cor_respo_ndlng_ neighbor is considered
problem when constructing multi-hop clusters. unreachable, and one link failure is counted. Nodes count

their numbers of neighbors and link failures before they
send out the hello beacons, and calculate their NB scores in

Il. NETWORK MODEL (1). Specifically, LF; is calculated iteratively in every hello
Ubiquitous computing environments incorporate heterdeaconing round as (2):

geneous mobile computing devices from multiple network _ ) (k—1)
domains together. We achieve scalable and robust servicdi = (LF; (k=1) T + LEew)/ (k- Tu) (2)

d.iscovery i.n S.UCh enVironmen.tS by ch.oosing appropriate seri no specified, the term neighbor in this paper is equivalen1-hop
vice repositories, and forwarding service announcemamis aeighbor.
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Fig. 1. Handshake with clusterheads

wherek is the current hello beaconing round, ahé,,.,, indi-
cates the number of link failures detected in this roundeAft
the network initialization, hello beaconing will be conded
continuously in the lifetime of the network to keep updating
the NB scores of mobile nodes.

B. Autonomous clusterhead selection

Every node starts to select its clusterhead simultaneously
and autonomously after the NB scores of all the mobile nodes
have been initialized. The clusterhead selection conefsf§ Fig. 2. An example of 2-hop clusters
consecutive rounds, wherR is the cluster radius, and each

selection round is corresponding to a hello beaconing round TABLE |
A selection round will not start at a node until it receivek al AN EXAMPLE OF CLUSTERHEAD SELECTION PROCESS
the corresponding hello beacons from its neighbors. NI N2 N3 N4 N5 N6 N7 N8 NO  Nio

In a clusterhead selection round, a nolg puts all the "Roundl NI NI N3 N3 N6 N6 N2 N6 N3 N3
clusterheads of its 1-hop neighbors (obtained from its NIT)Round2 N3 N1 N3 N6 N6 N6 N3 N6 N3 N3
and its own temporary clusterhead, into a selection poal. Fo
a node not having clusterhead yet, the node itself is used as
its temporary clusterhead. TheN; selects the node with the C. Handshake with clusterheads

highest NB score in the selectlon_ pool to be its teMPOraY pgier the autonomous clusterhead selection, the multi-hop
clusterhead. If there are nodes with equal NB scores in th

. : fusters are constructed by letting all the nodes handshake
selection pool, one of them will be sglected at ra.ndom. m ith their selected clusterheads. Such handshake prosess i
correctne_ss of the clusterhead selection process is pweddescribed in Fig. 1 by using a case including a nodg its
the following theorem and corollary. ) selected clusterheall;,, and an intermediate nodg;. In this
Theorem 1. The kth round of clusterhead selection on &y qcess, it is possible tha¥,, is also requesting for another
nodeN; will select the node with the highest NB score within, o6 19 its clusterhead, or there are some other nodes which
the k-hop neighborhood ofV;. are requestingV, to be their clusterheads. In such cases, if a
Proof: We prove this theorem by induction. In the firshode in its handshake process is requested to be clusterhead
round, the size ofV;'s 1-hop neighborhood is equal to thepy some other nodes, and the request is accepted, it should
size of its NIT, hence the maximum selection pool includegend another message to its selected clusterhead to chacel t
N; and all of N;’s 1-hop neighbors. Assume the theorem holdsngoing handshake process, and start to handshake with the
after mth rOUnd, then in the'f(l‘f' 1)th rOUnd, all the pOSSibIe requesters as a new clusterhead.
new clusterhead candidates are selected fffs (m+1)-hop  aAn example of 2-hop clusters is illustrated in Fig. 2, with
neighbors, because they are selected fromtHeop neighbors {he NB scores shown aside of the nodes. The clusterhead

of N;’s 1-hop neighbors. B selection process of this example is shown in Table. I. Ia thi
Based on Theorem 1, we can easily prove the followingkample, although N1 selects N3 to be its clusterhead, N1

Corollary 1: cannot join the cluster of N3 because it is also requested to
Corollary 1: Given a clusterC={N,| i=0, 1, .....n}, if a the clusterhead of N2. Besides, because every mobile node

node N, € C is the clusterhead of’, then forVi € [0,n], only has the knowledge of its 1-hop neighborhood, there will
i #k, NBS, > NBS,. be possible inconsistency during the clusterhead sefeeatiol



handshake process. In the example above, in the first gglecti Theorem 3: At any time, the deviation between the sizes of
round, N4 selects N3 as its clusterhead, and notify this to NMfTe largest and smallest virtual zone in a local CAN will not
via hello beaconing. In the second round, because the NBceedl /2%, wherek = [log} ], andn is the current number
score of N3 is higher than that of N2, N7 also selects N3. Af nodes in the local CARl
the same time, N4 hears from N5 about N6 with a higher NB  Proof: In the virtual coordinate space, suppose the
score, and N4 will change its clusterhead to N6. Howeves, ttémallest zone size i§,,;, after thenth node is added, then
change will break the link from N7 to N3, and thus producebe zone having been split to add th#h node must has
a disconnected cluster. size 25,.i». Hence, the deviation between the sizes of the
This problem is solved in the handshake process such tHatgest and smallest virtual zone must$g;,,. Becaus@* >n,
a node will only forward the clusterhead requests if it is iy, < 1/2F. ]
the same cluster. Hence, in this example, N7’s clusterheadActually, the deviation will bel/2¥ whenk = [logh] #
request cannot reach N3 because N4 will not forward ibgy. Whenk = logy, the deviation is 0, because the entire
N7's handshake process will timeout and is restarted, whi@tual coordinate space is divided evenly intozones, each
excluding N3 from the selection pool. In this way, we makef which has the siza /2.
sure that all the constructed clusters are connected ones:
Theorem 2: For any nodelN; in a clusterC' with the g cjuster maintenance
clusterheadV,,, there exists a path fronv; to Ny, such that

the path only contains nodes CASD utilizes localized bilateral beaconing to maintain

the multi-hop clusters. A clusterhead multicasts beaapnin

Proof: If N, is 1-hop neighbor ofv;,, the theorem is self- o .
. messages periodically at the inter#g) to all the cluster mem-
explanatory. Because only through the nodes which alsetsel . .
ers, wheréel;, is set to be the same as the hello beaconing

Ny, as clusterhead, cav. complete the handshake process
. . : interval Ty . Every cluster member returns an acknowledgment
with N, N. must have at least one of its 1-hop neighbors L
o . to its clusterhead upon receiving the beacon message. Only
which is also inC. s ) ;
the nodes within the same cluster will forward the beaconing
messages and acknowledgments.

D. Construction of local CANs If a non-clusterhead node has not received the beacon
Every cluster in CASD is also constructed to be a locapessage from its current clusterhead for a time period longe

CAN for distributed storage of service indices. We exten@amTeb’ it considers its current clusterhead unreachable, and
local CANs by letting the clusterheads allocate the virtu&fSEIECts a clusterhead. If the clusterhead has not receive
coordinate space when nodes join or leave the cluster, 41§ acknowledgment from a cluster member for a time pe-

enabling local CANS to store service indices with contialga "0d longer than27’, the clusterhead considers the member
redundancy as described in Section V-B. unreachable and deletes the member from its member list.

The construction of a local CAN is done along with the
handshake process between the cluster members and their V. HIERARCHICAL SERVICE DISCOVERY
selected clusterheads. In a local CAN, only the clusterheadn CASD, the clusterheads are used to represent their
knows and maintains the entire virtual space, and eachetludielonging clusters on the network, and together form a vir-
member only knows its neighbors in the virtual space. Orignal backbone for disseminating service discovery message
inally, the clusterhead owns the entire virtual space. WaenThrough the virtual backbone, service discovery is conetlict
clusterhead receives the joining request from another ddde among different clusters in a hierarchical way, by choos-
it allocates a new zone faV; by splitting the current largesting appropriate service repositories in the local CANs, and
zone occupied by nod# in the local CAN into two halves. disseminating service discovery messages to the repiesitor
After that, N;, IV,, and all the CAN neighbors of the twoFor a service announcement, the receiving repositorig® sto
nodes, will be notified for their updated CAN neighbor listghe service descriptions in the message as indices, and for
N; and N, will also be notified with their new CAN zones. a service request, the receiving repositories conductscser

A node can leave its belonging cluster due to node mobilitmatchmaking and reply to the requester if matching service
or become unavailable when it is out of power. The clustathemdices are found.
detects such node unreachability via localized bilatezation-  The virtual backbone is constructed in an on-demand
ing described in Section IV-E below, and selects the ndde manner, i.e., it is constructed and updated along with the
with the smallest zone in the virtual coordinate space of tlikssemination of service discovery messages in the network
local CAN to take over the zone occupied by the unreachalafter the multi-hop clusters are formed.
nodeN;. After such space reallocation, all the CAN neighbors
of Ny, besides)V;, will be notified with their updated CAN A pjssemination of service discovery messages and construc-
neighbor lists.V; will also be notified with its new zone. tion of virtual backbone

Because it is always the largest zone in the local CAN which
is split to add the new joining node, CASD can guarantee that
the zones in the virtual coordinate space of a local CAN aré
unlfor.m, such that the deviation of the zones’ sizes in alloca zgppose that the range of each dimension of the coordinatesg (0,1),
CAN is always bounded: and the total size of the space is 1.

On one hand, within each cluster, service discovery mes-
ges are forwarded, as intra-cluster ones, directly to the
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Fig. 3. Forwarding an inter-cluster service discovery rages

Fig. 4. Forwarding service announcements to multiple destn for

hashed destination points in the local CAN. On the other haredntrollable redundancy

the messages are also disseminated as inter-cluster ones to

all the clusters through the virtual backbone. CASD marks_a . . . L
forwarding service announcements to multiple destination

service discovery message to be an inter-cluster one hipgett . . o
an INTERCLUSTER flag in it. each local CAN, and keeping duplicates for each servicexinde

Every service discovery message is initiallv an intra4els The number of forwarding destinations for a service an-
Very service discovery ge Is infally an | nouncement in each local CAN is determined by its redun-
one. The originator of the message sends the message to E

destination point in the local CAN according to the loc ﬁcy degreel,, which is defined as the proportion of the

hashing result. Meanwhile, a copy of the message is alé)orwarding destinations to the total number of nodds.
. " ' decided independently in each cluster to be adaptive to
sent directly to its clusterhead. When the sender’s clhstet ! ! incep y | a PV

. . . ... different local network conditions.
receives the message, it starts an inter-cluster disséngna When the virtual point mapped from a service announce-
process for this message.

o . . ment falls into a virtual zone, a circular area centered at th
The initialization of the virtual backbone is conducted ORanter point of the rectangular virtual zone is determired,

al clusterhez_;\d v(\j/hen It Is going to sentlj outhg;edgwst O'Intetrﬁe service announcement will be forwarded to all the nodes

cluster service discovery message. A clusterhdgabroad- \,,qe virtual zones overlap with this circular area. Theusmd

casts this first message to its neighborhood to discover this circular area, name®1, is selected appropriately to

virtual neighbors. The nodes within the same cluster caetin rovide controllable redundancy degree, as stated in Eneor

to broadcast the message, and the nodes in a differentrclugt.eSuch forwarding process is illustrated by an exampledn Fi

direc_tl_y forV\_/ard the message to their clusterhemd Upon_ 4, in which a service announcement received by N7 will be
receiving this messagey, is aware of the existence of itStorwarded to N2. N3. N6. N8 and N12

virtual neighborN_a, and N, will also sends a notification t0 1 o5rem 4 The redundancy degre& in a local CAN has
N, to announce itself. _ _ a lower bound of a function of; .

On the virtual backbone, a clusterhead, disseminates Proof: Without loss of generality, we consider the case
service discovery messages to other clusters through a@inigy 5 2_dimensional virtual coordinate space. When therezare
multicast tree rooted atV, itself. Such a multicast tree isgges in a local CAN, according to Theorem 3, the smallest
sto_red in a distributed manner,_in the form @, Na, S}f' zonesS, i in the local CAN will not exceed /2%, wherek =
which means that, wheiV, receives a message frofi,, it 15571, |f we have a circular ared; with the radiusR;, the
forwards the message to the nodes in Setwhich contains gjze of such area will beR2. Therefored, > 7R?/Smin >
a part of its virtual neighbors. InitiallyS includes all the 72" R2 /n. Sincek > log, n, we can also havé, > rR2. ®
virtual neighbors of N, and N, forms its multicast tree  gepyice discovery is required to find all the services match-
by pruning redundant nodes froifi when having received nq the service request in the network. Because of the dewiat
repetitive service discovery messages. between the services provided and requested, a servicestequ

When an inter-cluster service discovery message enterfigeds to be forwarded to all the service repositories that
different ClUSter, it is forwarded to the hashed desti"ﬂ,ﬁ()int possib|y contain the matching service indices. The acmta
in the local CAN, and to the clusterhead. The clusterhe@gyiation range in service matchmaking can be represested a
updates the backbone according to this message, and cesitinHe radius, named?2, of a circular areeC, which centered
to multicast the message to other clusters. Such procesgti$he destination point mapped from the service reques. Th
illustrated in Fig. 3. forwarding process of a service request consists two steps:
1) The service request is forwarded to all the nodes whose

zones overlap withC. The set of the forwarding desti-

nations is calleds.

Robust service discovery in CASD is conducted by main- 2) Each node inS determines its forwarding destinations
taining controllable redundancy when storing service dedi for controllable redundancy, as described above. The ser-
in local CANs. In CASD, such redundancy is achieved by  vice requestwill be forwarded to all of such destinations.

B. Multiple forwarding destinations in a local CAN
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V1. PERFORMANCEEVALUATION

We implemented our CASD based on the wireless exten- oo T pA T A
sions of ns-2. We compared CASD with service discovery in Maximal Speed (m/sec)
flat network architecture to illustrate the performanca]aail-
ity and robustness of CASD in different network settings. Wa9- 7- Average overhead in different mobility settings
also showed that CASD can be adaptive to various network

applications by adjusting the cluster radius accordingly. o . _
B. Performance in different mobility settings

In this section, the network scale is fixed to be 50 nodes,
and we varyu,,... from 1m/sec to 20m/sec. 2-hop clusters are

We assume all the nodes use 802.11 MAC mechanisms winstructed in CASD.
idealized features. All the simulations will be conductexd a The simulation results are shown in Figs. 6 and 7. Service
long as7T=5000secs to eliminate short-time randomness. Théscovery in flat network architecture can maintain corstan
node mobility follows the random-walk mobility model [17],successful ratio of service discovery above 90% when the
with the node moving speeds normally distributed in a rangetwork mobility increases, because in such network achit
[0, vmaz]- The communication ranges of nodes are uniformhlyre, service discovery messages are disseminated bylgloba
distributed betweer200m and 300m. Basically, we deploy flooding, and thus are guaranteed to arrive the entire n&twor
50 nodes in al000 x 1000m? area, and in the scalability Fig. 6 shows that CASD can achieve similar successful ratio.
evaluation the area is changed proportionally to the ndtwadintra-cluster and inter-cluster beaconing mechanismsirens
scale. We assume that every node periodically announce€A&SD to detect network topology changes on time, and adjust
service and requests for another service. The periodsatser the network architecture accordingly. Besides, conswnabf
announcements and service requestsigiz). multi-hop clusters in CASD is done in an autonomous manner,

We compare the performance of CASD with service disvhich localizes the influence of node mobility.
covery in flat network architecture. We have extended two Service discovery in flat network architecture achieves sat
representative ad-hoc routing protocols, AODV [18] and DSRfying successful ratio of service discovery at the costhef
[19], with service discovery functionality by enabling theoverhead increasing dramatically with the increase of agkw
nodes to process service discovery messages. We refer tmebility, which is shown in Fig. 7. Instead, the overhead in
two extended protocols as sd-AODV and sd-DSR respective/ASD can be controlled to increase slowly with the increase
We also evaluate the performance of CASD when locaf network mobility, because of the dissemination of sevic
CANSs are not used. In this case, the dissemination of servidiscovery messages in a hierarchical manner. Specifically,
discovery messages within a cluster is done by localiz&dly. 7 also shows that, using local CANs in CASD will
broadcast, and inter-cluster service discovery is onlylaoted bring some extra overhead because of the construction and
on clusterheads. We refer the CASD with local CANs amaintenance of the local CANs. When the network mobility is
CASD-1, and the CASD without local CANs as CASD-2. high, the proportion of such extra overhead can be up to 20%,

A. Smulation settings
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because the network topology changes and the correspongiorgphusiness evaluation

reallocations of local CANs will be very frequent. )
We evaluate the robustness of CASD by comparing the

performance of service discovery in cases with and without

node failures in different network mobility settings. Insea
C. Scalability evaluation with node failures, each node in the network has a probgbilit

of 50% to be failed for a fixed length of time. In our

We evaluated the performance of CASD in different networkimulations, such time is set to 10% of the total simulation

scales, in which the number of network nodes varies from $#ngth. Once having been into failure, a node will be a “black
too 500, with service discovery in flat network architecturdiole” for all the incoming packets, and all of its local redsr
Compared to flat network architecture, CASD can achiewdout the local CAN and virtual backbone are cleaned.
scalable service discovery in ubiquitous computing em¢iro The simulation results are shown in Fig. 10 and Fig. 11. In
ments by eliminating broadcast of service discovery messagcASD with local CANs, because of the redundancy storing
and distributing storage of service index in local CANs..lg service indices, the user can still find the desired seniites
and Fig. 9 show that, when the network scale increases, CA8D arbitrary cluster, even if some storage is unavailabke du
can control the increasing speed of the overhead for servicesingle points of node failures. Fig. 10 shows that, in sase
discovery at a low level, compared to flat network architestu with node failures, CASD-1 only suffers 5% degradation in
in which such overhead is increasing exponentially. Begauthe successful ratio of service discovery. Meanwhile, esinc
every service discovery message in CASD is forwarded toe number of duplicates for a service index in a cluster is
an arbitrary destination only on one route, larger netwodontrolled, the unavailability of some of the duplicatedl wi
scale will only increase the length of such forwarding reyteonly cuase 10% more delay in service discovery.
and hence only cause linear increase of the overhead offhe importance of local CANs for the robustness of service
service discovery. Such advantage is especially apparentdiscovery is also shown. In the absence of local CANs, all
high-mobility network settings, as shown in Fig. 9. When ththe information of services outside of a cluster will be stbr
maximal moving speed of nodes in the network increases to 45 the clusterhead of that cluster. If this clusterhead tmeso
m/sec, the overhead in flat network architecture can inereasavailable, the performance of CASD will be degraded
up to 6 times as it is in low-mobility settings, but the oveatie seriously. In Fig. 10 and Fig. 11, the successful ratio ofiser
in CASD only increase up to 100%. discovery can be down to 60%, and the response time can be
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in ubiquitous computing environments. CASD organizes the
entire network as multi-hop clusters based on the NB scores
of mobile nodes, constructs clusters to be extended CANs
for service repositories, and connects them together to be
a virtual backbone for hierarchical service discovery. Our
simulation results show that, compared to approaches lmsed
flat network architecture, CASD is able to provide scalabig a
robust service discovery in various types of network sdesar
and is able to choose different cluster radius accordingpeo t
node density and network scale to achieve better perforenanc
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50% longer, especially in high-mobility network settings. Bl

E. Selecting different cluster radius (10]

Multi-hop clusters used in CASD enable the user to chooBg]
different cluster radius to satisfy the requirements ofedént
ubiquitous computing applications. We set the networkescal
to 100 nodes, and vary the cluster radius from 1 to 3. TH&]
simulation results under different network mobility setfs are
shown in Figs. 12 and 13. Compared to 1-hop clusters, multiz
hop clusters have shown the advantage in all performance
metrics we are using. Multi-hop clusters are more advarmed[h]
high mobility settings, because 1-hop clusters are moratiel
and need to conduct more clusterhead reselection when the
mobility is high. Meanwhile, 3-hop clusters in CASD aré!%
able to provide higher successful ratio and shorter average
response time, but can also lead to larger overhead of servic
discovery, because of the maintenance of clusters and ¢aé lo
CANs. Hence, cluster radius needs to be selected apprelgriat; 7]
according to the network scenario and ubiquitous computing
applications, to achieve better performance. Larger efast

. : . 18]
are suitable when the network is relatively stable, and tlge
service discovery is required to be highly accurate andlyime
Oppositely, smaller clusters should be used in highly dyinanit®]
and energy-constrained environments.

VIl. CONCLUSION

In this paper, we presented a multi-hop Cluster-based Ar-
chitecture for scalable and robust Service Discovery (CASD

0 in different network applications.
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